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Abstract of the contribution: This proposes a conclusion to the V3 interface security- between the UE and the V2X Control Function, as specified in solution 6.10. 
Description
Given the similarities between the ProSe Function and the V2X Control Function, as well as the UE communication requirements with these network functions, it seems reasonable that the same security principles for the relevant interface apply.

Proposed change

It is proposed to make the following change to TR33.885- v0.4.0.
** First Change **

7
Conclusion

Editor’s note: Conclusion and recommendation of TR.  

7.X 
Conclusion on V3 interface security
The V3 interface can be secured in the same way as the PC3 interface, as in TS 33.303[12] clause 5.3. Namely, for configuration transfer to the UICC, use UICC OTA mechanisms, for data transfer from the UE use GAA with HTTPS mechanisms, and for data transfer to the UE, use GBA mechanisms.
** End Changes **
